Title: Automatic Number Plate Recognition (ANPR)
Legislation: DPA
Subject area: CCTV & optical surveillance

ANPR systems are capable of collecting significant amounts of information. Because of this, it’s important to conduct a privacy impact assessment. The PIA should clearly justify the need for the system and demonstrate its use is: proportionate; and necessary.
Where a vehicle registration mark (VRM) is collected as part of an ANPR system, the ultimate purpose of which is to identify and take some action against a living individual (such as to serve them with a parking fine) the VRM will be personal data at the point of collection. This is because the data controller is likely to come into possession of further information which will allow them to identify either the driver or registered keeper of the vehicle, or both. This position has been confirmed by the Article 29 Working Party. 

Personal data collected through ANPR should be handled in line with the principles of the Data Protection Act, ensuring:

· appropriate signage informs individuals that ANPR is in use;

· databases are accurate and up to date;

· retention periods are minimal and consistent with the purpose for which the information was collected;

· data sharing agreements incorporate appropriate safeguards to ensure the information is kept secure.

For further information on ANPR, see pages 25-26 of the data protection code of practice for surveillance cameras and personal information.
