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Background
The ICO has previously considered whether the DWP are in breach of any DP principles when they use the National Insurance Number as an identifier when paying benefits / pensions. We have also received complaints previously about the NiNo being quoted on bank statements when these payments are made.

Line to take
The use of the National Insurance Number by various parts of the DWP when making payments (benefit or pension) to individuals.
We understand that the DWP, who administer (own) the National Insurance Number, use it as their prime identifier for individuals – as opposed to names. They consider it to be a main identifier whereas a person’s name is not –at least not sufficient for their purposes.
We understand that it is the DWP who determine how and when the NINO is used in order that it is properly managed and controlled to ensure that:

· the right record is identified quickly and effectively

· the right transactions are carried out to the right records

· the right decisions are made about entitlement to National Insurance based benefits

· the right decisions are made on applications for other benefits, tax credits and child
maintenance

· National Insurance and taxes are collected from the right people at the right time.

We do not consider that the use of the NINO by the DWP is likely to fail to comply with the provisions of the Data Protection Act 1998.
When making payments directly into a bank account the DWP are effectively using an appropriate identifier for their payment records with a traceable audit trail should it be required. Of course, if the information were to be transmitted by the DWP to the wrong bank, or to an unauthorised third party, then there would be further issues for the ICO to address.
The bank must keep the personal data that they receive secure. Disclosing the NINO to individuals in their bank statements would not appear to us to raise any data protection issue over and above disclosing other information in the statement – for example payments, account numbers, sort codes and transaction details.
We understand from colleagues who deal specifically with the banking sector that it is not an unusual practice and is not considered to be likely to contravene the data protection principles.
