Title: CCTV signage where there is a potential detriment to individuals by identifying the Data Controller
Legislation: DPA
Subject area: CCTV & optical surveillance
Background
To be used in situations where identifying the organisation operating CCTV may cause potential detriment, for example outside a women’s refuge or mental health care accommodation.
Line to take
We recognise the balance to be struck between the privacy rights of the individuals residing in these
properties and those of the wider community. Where it is not obvious who is operating the system, and it is possible that providing the identity of the data controller on CCTV signage may have a detrimental effect on individuals who are residing at the premises, the DPA will not dictate that this information must be provided on a CCTV sign.
In these circumstances a CCTV sign should provide people who would be captured by the equipment with the following information:

· That CCTV is in operation.

· The purpose of the CCTV if this is not obvious (ie on a building people will generally expect the purpose for the camera is crime prevention).

· A contact telephone number or address where an individual can write to exercise their rights under the DPA.


If the information outlined above is provided then any individual captured by the CCTV cameras would be able to contact you to obtain the other fair processing information they may require to exercise their rights under the DPA.
