Title: Drones / Unmanned Aerial Systems (UAS)
Legislation: DPA
Subject area: CCTV & optical surveillance
UAS refers to the whole system under which unmanned aerial vehicles (UAV) operate – these are sometimes referred to as Remotely Piloted Aircraft Systems (RPAS) and Drones. Where a UAS is used for professional or commercial purposes, the data protection principles will apply.
A privacy impact assessment should demonstrate strong justification for the use of UAS and privacy by design features should be incorporated into the devices.
The PIA should justify the need for any recording and demonstrate that the recording is:

· proportionate; and

· necessary.

Special attention should be given to the need to provide fair processing when UAS are in operation. This is especially so because individuals are unlikely to realise they are being recorded. System users should choose devices which will minimise intrusion. Such devices should have the ability to be switched on and off and have mechanisms to facilitate and limit unnecessary recording.
For further information on the use of UAS, see pages 29-31 of the data protection code of practice for surveillance cameras and personal information.
