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It would be impractical for the Act to be able to give specific retention periods for every type of organisation that must comply with the Act. Therefore the fifth principle means in practice that once it is no longer necessary for a data controller to retain data collected for a particular purpose, they should take the appropriate steps to dispose of it.
In order to comply with the principle, the Data Controller should have a system for the removal of different categories of data from their system after certain periods. Things to consider are:

· Legal liability (for employees, or advice given, or work done).

· Requirements of a governing body.

· Other legislation.

· Expectation / any fair processing given.

For instance, a Data Controller may have personal data regarding employees that have left the company. If they are no longer employing the individuals then it is not necessary for them to still retain some data after the time limit for an employment tribunal has passed, (eg PDRs, 1-2-1s, training plans). However some information may need to be kept (for references, pension provision). The controller should be aware that there will be other legislation (employment law, tax law etc) that requires them to hold data for a statutory period, and they should also take this into account when deciding on their own retention periods.
When responding to questions in relation to retention, the following guidance may be
helpful;

http://www.nationalarchives.gov.uk/documents/information-management/sched_internal_audit.pdf
